
Introduction

The implementation of Service-oriented

Architectures (SOAs) induces novel require-

ments in various domains of banks and other

financial service providers. Especially for IT

Governance, current SOA approaches often

lack proper support. This fact is confirmed by

the results of the latest SOA Check 2008, 

in which enterprises of different sectors in

Germany, Austria, and Switzerland partici-

pated (21% of the participants were from banks

and financial service providers (Martin and

Repp, 2008)). These results confirm the impor-

tance of a dedicated SOA Governance strategy

for all industries. 66.67% of the surveyed 

banks and financial service providers already

implement a SOA Governance strategy or 

will implement one in the near future (83% over

all industries). Actually, 50% of the banks 

and financial service providers participating

already use dedicated SOA Governance strate-

gies (49% over all industries). 

Results from a joint research project of EFL

and PricewaterhouseCoopers AG WPG, Fi -

nancial Services, show that a consequent

adaption of IT Organization is mandatory 

for the implementation of SOA Governance

strategies of banks and financial service

providers. This article focuses on the core 

elements of an extended organizational 

structure concerning SOA Governance. We

identify additional requirements for a SOA-

capable IT Organization and analyze differ-

ences in the corresponding software and 

service lifecycles. Thereafter, additional orga-

nizational roles based on these results are

introduced.

Corporate and IT Governance

Corporate Governance includes methods and

instruments necessary for the management

and monitoring of enterprises (Rüter et al.,

2006). IT Governance, as a part of Corporate

Governance, defines the IT requirements and

environments for enterprises and covers 

the principles and concerns of Corporate

Governance which apply to IT. IT Governance

defines processes and actions that result 

in decisions which adequately consider risks.

In order to efficiently realize decisions 

according to governance strategies, an appro-

priate organizational form for the IT is re-

quired. Decision-making authorities, roles, 

and responsibilities have to be defined. Those

roles and responsibilities have to be 

documented and followed, especially at the

interface between business departments 

and IT.

Towards a SOA-capable IT Organization

IT Organizations form the foundation for the

realization of principles and actions defined 

by an IT Governance strategy. 

According to Melzer et al. (2005) classical, i. e.

historically grown IT landscapes and their

respective IT Organization are mostly organized

according to the IT systems or departmental

structures (Liebhart, 2007). In contrast, in

order to take full advantage of SOA the 

organizational structures of the IT department

has to be aligned along business processes.

Here, business processes can be subdivided

into service compositions following the SOA

paradigm. Following a classic organizational

approach, crossorganizational processes are

hard to implement and maintain due to the

complexity of existing system interfaces.

Organizational structures have to cope with the

fact that parts of existing business processes

now can be more easily outsourced to external

providers due to the reduction of interface

complexity.

In particular, a SOA-capable IT Organization

has to consider the following aspects:

� Overall architectural strategy to improve

reuse of services and to avoid service 

duplication

� Contract & Service Level Agreement (SLA)

management with third party providers

� Ensuring accountability and compliance 

of own and third party services, e.g., by

extensive monitoring

� Trust and security in (crossorganizational)

business relationships

SOA-aligned IT Organization

Typically, existing IT Organizations are aligned

to a software lifecycle consisting of several

phases. Considering a SOA implementation 

the IT Organization still follows this lifecycle,

even if the phases differ in content (as depicted

in Figure 1). Both design and development

phases have to be customized in order to fit 
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to SOA peculiarities. Apart from design, the

selection of third party services also has to be

supported. This implies the procurement of the

selected services during the development

phase instead of new service development. 

Although, the phases in a service lifecycle

appear similar to their software lifecycle 

counterparts, they have to meet different

requirements. Therefore, the existing IT

Organization has to be extended with 

additional roles (as depicted in Figure 2).

Due to the importance of service granularity,

reuse, and the avoidance of service duplica-

tion for subsequent service design, an 

Architectural Board has to be installed. It has

to survey and control the requirements analy-

sis, the modeling and design process of servic-

es as well as the service portfolio manage-

ment. The board has to be consulted concern-

ing any architectural developments and adjust-

ments. Responsibilities of the board can be

divided into sub-roles, such as Service Mode lers,

which ensure the consistent design of single

services concerning programming guidelines

and message design by appropriate policies. 

An additional role called Service Procurement
& Development not only contains the devel-

opment of services but also the purchase and

integration of external services. Furthermore,

versioning of SOA services assures backwards

compatibility of services and the message  for-

mats. In addition, SOA-specific security aspects

have to be considered during development and

procurement. Concerning software testing,

characteristics of test processes in a SOA envi-

ronment are considered in particular, e.g.,

detailed integration and system tests.

A further role called Contract & SLA Manage -
ment ensures the existence of policies, guide-

lines, and their enforcement. This is necessary

due to the large amount of short term 

contracts with varying external partners.

Conclusion

The implementation of a SOA implies the need

for organizational changes in IT departments.

This article focuses on the enhancements nec-

essary for existing IT Organizations, which

comprise roles as the Architectural Board,

Service Procurement & Development, and

Contract & SLA Management. The considera-

tion of SOA peculiarities as well as the 

introduction of dedicated roles ensure a 

sustainable SOA.
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Figure 1: Additional roles in a SOA-dominated environment
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Figure 2: Enhancements of an existing IT Organization in a SOA-dominated environment
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